
Q&A’s – RFP 24004 – Opioid Treatment Access and Dosage Registry 
 

Q1.  
In Paragraph 2.1 F 7 you indicate: 
Maintain systems capable of handling approximately 5,300 jail admission and discharge 
updates annually. 
 
Is this for one facility or multiple jail sites. If multiple, please specify how many sites you 
intend to include  
 
A1. This is for one specific site in NYC. Any other discharges related to jail services are 
completed by the OTP.  
 
Q2.  
Section 3.1 indicates as follows:  
C. At the request of any program, the Successful Bidder will supply, within five (5) 
working days after the end of any standard period, specified data elements for that 
program(s) specified by that program. This service may be initiated by any program with 
30 days written notification. 
 
This statement is unclear as to what data must be produced. Do you have any definitions 
regarding the type of data sets this might entail? Further does the term “program” refer 
to each OTP or to the State or both? 
 
A2. The term program refers to each specific OTP site. The data pertains to any data submitted 
by the program (admissions, discharges, report submissions, dual enrollment, data 
discrepancies etc. all of which may have a level of sensitivity) and any reports that are not 
available within the online registry.  
 
Q3. 
Section 3.1 Indicates as follows.  
H. Must provide to OASAS on a monthly basis a copy of primary registry data files and a 
summary of registry activity, in an electronic format to be specified by OASAS.  
 
Can you further clarify the following:  

• What types of data would the primary registry data files contain  

• how would the data files be provided to OASAS (FTP, SFTP, FTPS, email, shared 
folder, other?)  

• Does receipt of the files need to be authenticated  
 
A3. The reports would include any data submitted by the provider (admissions, discharges, 
report submissions, dual enrollment, data discrepancies etc.).  Where appropriate, the data 
should be available within the online registry with the appropriate authentication meeting state 
and federal requirements. Where there are instances that the data is not available in the online 
registry, the vendor must ensure appropriate secure transmission meets state and federal 
requirements. 

 


